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GENERAL TERMS & CONDITIONS 
 
This proposal is bound by the below terms and conditions. These conditions prevail over any terms 
submitted by the Customer whether in the Customer’s terms of acceptance or in any other document 
issued by the Customer. The acceptance of a Purchase Order (PO) by Securitas will not be deemed as 
the acceptance of any terms or conditions annexed to or linked to any PO.   

DEFINITIONS 

“Agreement” means these terms and conditions, the Cover Page and any exhibits or attachments 
hereto, including any Scope of Work. 

“Customer” means the customer specified in the Proposal. 

“Effective Date” means the date specified in the Program of Work. 

“in writing” means any written communication including e-mails. 

 “Losses” means, to the extent permitted by applicable law, all losses, claims, liabilities, damages, 
actions, fines, charges, demands, costs and expenses, professional fees (including, but not limited to, 
all reasonable legal fees) and disbursements and costs of investigation, litigation, settlement, 
judgment, interest and penalties, which a party may incur as a result of or in connection with the 
provision of the Services under this Agreement. 

“Modern Slavery” has the meaning given in the Modern Slavery Act 2018 (Cth). 

 “Sanctions” means economic or financial sanctions or trade embargoes or other equivalent restrictive 
measures imposed, administered or enforced from time to time by any of the European Union, the 
governments of other member states of the European Union, the United Nations Security Council, the 
United States government or an United States agency (including OFAC, the US State Department, the 
US Department of Commerce and the US Department of Treasury) or the equivalent regulator of any 
other country which is relevant to this Agreement. 

 “Sanctions List” means any of the lists of specifically designated nationals or designated persons or 
entities (or equivalent) in relation to Sanctions, each as amended, supplemented or substituted from 
time to time. 

 “Scope of Work” means the specification of the Services provided by Securitas to the Customer under 
this Agreement, incorporated into this Agreement by reference, and attached hereto.  

 “Service Fee” means Securitas’ charges to the Customer for the provision of the Services, as set out in 
the Scope of Work as well as charges for any additional services agreed between the parties. Such 
charges may be varied from time to time in accordance with the terms of this Agreement. 

 “Services” means the services to be provided by Securitas under this Agreement, as specified in the 
Scope of Work. 

 “Securitas” means the Securitas company expressly specified in the proposal or quote or stated as the 
signatory to any contract or a subsidiary of PSGA Pty Ltd.  

 “Securitas Group” means Securitas AB and all entities which are under the direct or indirect ownership 
or control of Securitas AB. 

 “Site (-s)” means such premises at which the Services are to be performed, as specified in the Scope of 
Work. 

“Working Days” means any day on which banks are generally open for business in the State/s in which 
the Services are provided. 
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1. COMMENCEMENT AND DURATION 

1.1. Commencement: This Agreement will commence upon the Effective Date and continue for the 
term set out in the Program of Work except as terminated earlier in accordance with this Agreement. 
If any services are provided prior to the Effective Date, this Agreement shall apply to such services. 

2. SCOPE AND PERFORMANCE OF SERVICES  

2.1. Service and Equipment: Securitas agrees to provide the Services to the Customer as set out in 
this Agreement.  

2.2. Instructions by the Customer: Subject to Clause 2.2 below, Securitas shall not be obliged to 
follow any instructions of the Customer other than those specified in the Scope of Work. If, in the 
performance of the Services, the Customer gives instructions outside the Scope of Work which alter or 
affect the performance of the Services, the Customer shall be solely responsible for all consequences 
deriving from such instructions and shall indemnify and hold Securitas harmless in respect thereof. 

2.3. Requests for Changes to the Services: Subject to the terms of this Agreement, each party may 
request reasonable variations to the Services by giving written notice thereof to the other party. Should 
such variations, in Securitas’ opinion, require a variation to the Service Fee or the terms and conditions 
of this Agreement, Securitas shall notify the Customer of such required variations and price impact. In 
order for any changes to the Services, Service Fees and/or the terms and conditions of this Agreement 
to be binding on the parties, all variations must be agreed in writing by the authorised managers of the 
parties. Unless such agreement is reached, the Services, Service Fees and the terms and conditions of 
this Agreement will remain unchanged. Securitas may amend the Agreement in order to comply with 
public instructions, orders, rules and legislation applicable to the Services to be provided hereunder. 
Such amendments shall be deemed to have been accepted by the Customer unless expressly opposed 
by notice in writing to Securitas within 7 Working Days from their communication. In case of 
opposition, Securitas shall be entitled to terminate the Agreement for good cause as per Clause 11.1 
below. Pending agreement, Services are to be provided and paid for as in the unamended Agreement. 

2.4. Extension of Time: We reserve the right to claim extensions to our agreed delivery or 
completion times on the following grounds: 

– Inclement weather; 

– Errors or omissions in the client design documentation; 

– Delays outside of our control; or 

– Changes in the scope of work either additional or deducted where they have an effect on the 
program. 

It is assumed that any extensions of time granted to the project management, builder or other trade 
subcontractor, will also be granted to Securitas. 

2.5. Subcontractors: Securitas may use subcontractors to provide some or all of the Services. 
Securitas will be responsible for such subcontractors subject to the limitations of liability stipulated in 
this Agreement. 

2.6. No guarantee: Securitas does not guarantee a function or result of the Services or accept overall 
responsibility for the security at the Customer’s Site(-s). Unless otherwise agreed in the Scope of Work, 
Securitas is not engaged as a security consultant. Securitas makes no representation, express or 
implied, that its Services will prevent any loss or damage. 
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2.7. Personnel: Personnel providing the services are Securitas employees or sub-contractors hired 
by Securitas. Securitas shall have the right to change personnel assigned for the Services at any time. 
The Customer may request changes in Securitas personnel, but Securitas in its sole discretion will 
determine any actions to be taken based upon such a request. Customer requests to change personnel 
shall be made in writing, stipulating the reasons for requesting the change. Such written requests for 
change must be submitted along with supporting documentation and/or evidence necessitating such 
change. Securitas in its sole discretion will determine any actions to be taken based upon such a 
request. Upon receipt of a request for change, Securitas shall have 10 days to respond to such request 
or act on the request such as reassigning the staff member or giving the staff member 30 days 
improvement notice. Notwithstanding the above, if in the Customer’s reasonable opinion, the 
misconduct of a person engaged in providing the Contracted Services is of serious nature, Securitas 
will immediately remove that person from the relevant site pending further investigation by Securitas. 
If Securitas is not able to substantiate a finding of misconduct, or serious misconduct that would 
warrant dismissal or reassigning, and the Customer still believes the person is an unacceptable person 
and not suitable for the provision of the Contracted Services, the Customer shall be responsible for all 
offboarding costs of the Securitas staff, including but not limited to payment of minimum notice 
periods under relevant legislative instruments or industrial award. If the Customer does not agree with 
Securitas’ decision, the matter shall be resolved through mutual discussions within 15 days. 

3. CUSTOMER’S OBLIGATIONS 

3.1. Cooperation: The Customer shall at all times cooperate with Securitas to allow Securitas to 
provide the Services under the best possible conditions. This shall include, but not be limited to, the 
Customer providing (i) a safe, healthy working environment for Securitas personnel in accordance 
with applicable laws and regulations, (ii) all relevant information, materials, access and assistance that 
Securitas reasonably requires to perform the Services without interruption, including but not limited 
to, access to the Site(-s), suitable office space, and utilities, as reasonably required, and (iii) prompt 
notice of anything that may affect Securitas' safety, risk or obligations under this Agreement or which 
is likely to lead to an increase in Securitas’ costs for providing the Services. 

3.2. Accurate Scope of Work: The Customer is responsible for ensuring that the terms of the Scope 
of Work are complete and accurate. 

3.3. Licences, Permissions, Consents: The Customer shall obtain and maintain any necessary 
licences, permissions and consents which may be required before the date on which the Services are 
to start. 

4. CUSTOMER’S COMMITMENTS 

4.1 Sanctioned Ownership: Customer represents and warrants that it is not a person that is listed on, 
or owned (whether directly or indirectly) or controlled by a person listed on, a Sanctions List. For 
the purposes of this Clause 4.1, “ownership” and “control” have the meaning given to them in the 
applicable Sanctions or in any official guidance in relation to such Sanctions. 

4.2 Sanctioned Activities: Customer represents and warrants that it does not, directly or indirectly, 
engage, without prior authorisation from a competent authority (where permitted), in activities 
that are prohibited by Sanctions. 

5. SERVICE FEES  

5.1. Service Fee: The Customer shall pay the Service Fee to Securitas for the provision of the Services 
as specified in the Scope of Work.  

5.2. Service Fee Adjustments: Securitas shall be entitled to adjust the Service Fee during the term of 
this Agreement upon thirty (30) days written notice to the Customer in case Securitas’ costs for the 
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provision of the Services increase due to (i) increased labour costs (including unionization of any Site) 
or costs related to any equipment and tools provided, (ii) changes in insurance premiums, and/or (iii) 
changes in legislation or regulations relating to the Services. 

5.3. In case the Customer does not accept the adjustment of the Service fee, Securitas has the right 
to terminate this Agreement in accordance with Clause 11.1. 

6. PAYMENT  

6.1 Payment of the Service Fee. Customer will be invoiced monthly in arrears. Invoices are payable 
within twenty-five (25) days from the date of the invoice, without any setoff, counterclaim, 
deduction, or withholding, to the remittance address on the invoice. The Customer’s failure to pay 
any amount when due will be considered a material breach by the Customer. A late charge of 5% 
per month will be added to balances not paid within twenty-five (25) days of the date of the 
invoice. Interest accrues daily from (and including) the due date to (but excluding) the date of 
actual payment and is calculated on actual days elapsed and a year of 365 days. You will be 
required to pay all Fees due to Securitas upon receipt of any request for payment under this clause. 
Customer must notify Securitas in writing of any dispute regarding the amount of an invoice within 
thirty (30) days from the invoice date, otherwise all disputes will be deemed waived. Customer 
will bear all costs associated with Securitas receiving payments due for Services rendered under 
this Agreement. If Securitas must initiate legal proceedings or collection services to collect 
amounts owed to Securitas under this Agreement, Customer agrees to pay Securitas' legal fees and 
other costs associated with the initiation of legal proceedings or collection services. 

6.2 Suspension: In the event of payment delay, Securitas may suspend the performance of Services 
rendered under this Agreement, upon ten (10) days prior written notice. Suspension will not 
release the Customer from any of its obligations under the Agreement. 

6.3 Immediate Cash Payment: In case of non-payment, Securitas may condition the continued 
performance of the Services on immediate cash payment for Services already rendered (whether or 
not invoiced) and/or for Services to be rendered. 

7. GST 

7.1. Words or expressions used in this clause 7 which are defined in the A New Tax System (Goods 
and Services Tax) Act 1999 (Cth) have the same meaning in this clause. 

7.2. Despite any other provision in this Agreement, if a party ('Supplier') makes a supply under or 
in connection with this Agreement on which GST is imposed (not being a supply the consideration for 
which is specifically described in this Agreement as 'GST inclusive'): 

– the consideration payable or to be provided for that supply under this Agreement, but for the 
application of this clause ('GST exclusive consideration'), is increased by, and the recipient of the 
supply ('Recipient') must also pay to the Supplier, an amount equal to the GST payable on the supply 
('GST Amount'); and 

– the GST Amount must be paid to the Supplier by the Recipient without set off, deduction or 
requirement for demand, at the same time as the GST exclusive consideration is payable or to be 
provided. 

7.3. Reimbursements (net down): If a payment to a party under this Agreement is a reimbursement 
or indemnification, calculated by reference to a loss, cost or expense incurred by that party, then the 
payment will be reduced by the amount of any input tax credit to which that party, or the 
representative member of the GST group that party is a member of (as the case may be) is entitled for 
that loss, cost or expense. 
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7.4. Tax invoices: The Recipient need not pay the GST Amount in respect of a taxable supply made 
under or in connection with this Agreement until the Supplier has given the Recipient a tax invoice in 
respect of that taxable supply. 

7.5. Exclusion of GST from calculations: If a payment is calculated by reference to or as a specified 
percentage of another amount or revenue stream, that payment shall be calculated by reference to or 
as a specified percentage of the amount or revenue stream exclusive of GST. 

7.6. Adjustments: If an adjustment event arises in respect of a supply made under or in connection 
with this Agreement, then: 

– if the Supplier's corrected GST Amount is less than the previously attributed GST Amount, the 
Supplier shall refund the difference to the Recipient; 

– if the Supplier's corrected GST Amount is greater than the previously attributed GST Amount, 
the Recipient shall pay the difference to the Supplier;  

– the Supplier must issue an adjustment note to the Recipient within 7 Working Days of the 
adjustment event occurring or otherwise as soon as it becomes aware of the adjustment event; and 
any payment must be paid to the Supplier or Recipient (as the case may be) within 15 Working Days 
of the adjustment note being issued by the Supplier. 

8. LIMITATION OF LIABILITY 

8.1. Liability for Losses: Securitas’ liability for Customer Losses and any other liability under this 
Agreement shall be limited as set out in this Clause 8. The Customer acknowledges that the Service Fee 
reflects Securitas’ assessment of the risks and exposures based on information provided by the 
Customer and that the Agreement and the Scope of Work is conditioned upon the fact that Securitas’ 
liability in this Agreement is limited as provided herein.  

8.2. Exclusion of Indirect and Consequential Damages: To the extent permitted by law including the 
Australian Consumer Law, Securitas shall not be liable for: loss of actual or anticipated profit; punitive 
damages; any other indirect or consequential damages; purely financial loss; loss of income; loss of 
goodwill; loss of business; or loss of revenue, all whether foreseeable or not, even if Securitas has been 
advised of the possibility of such losses or damages. Subject to Clause 8.4, nothing in this Agreement 
shall exclude or in any way limit Securitas' liability to the extent the same may not be excluded or 
limited as a matter of applicable law including under the Australian Consumer Law. 

8.3. Maximum Liability: Notwithstanding anything to the contrary in this Agreement but without 
limiting a Customer's rights under Clause 8.4, if Securitas' maximum liability is not set out under a 
Scope of Work for Services rendered then Securitas’ annual maximum liability to the Customer under 
this Agreement shall not exceed, the total contract sum.  If the maximum liability is set out under a 
Scope of Work for Services rendered then the maximum liability set out in the Scope of Work will 
prevail for those Services rendered.  

8.4. Australian Consumer Law: If the Customer has rights to remedies under the Australian 
Consumer Law arising from Securitas' failure to meet a consumer guarantee in the provision of the 
Services (or part thereof), Securitas' liability is limited to re-supplying those Services or paying for the 
cost of having those Services supplied again.  

8.5. Notification Limits for Claims: The Customer shall notify Securitas of any claim arising from the 
Services in reasonable detail and in writing within thirty (30) days from the date on which the 
Customer became aware (or should reasonably have become aware) of the occurrence giving rise to 
the claim. If the Customer does not provide such notice to Securitas within six (6) months from the 
occurrence, Securitas shall have no obligation to make any payment whatsoever relating to such claim.  
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9. THIRD PARTY CLAIMS 

9.1. Indemnification: The Customer shall indemnify and hold Securitas harmless from and against 
any Losses, which Securitas may incur or which may be made against Securitas by any third party as a 
result of or in connection with the performance of the Services under this Agreement unless such 
Losses arise from any negligent act or omission on the part of Securitas, its employees, agents or 
subcontractors.  

10. INSURANCE  

10.1. Insurance: Securitas will, at all times during the term of this Agreement, maintain insurance 
related to the liability accepted by Securitas under this Agreement, in amounts and on such terms as 
Securitas, in its sole discretion, decides. The liability insurance coverage held by Securitas will not 
cover Losses resulting from the Customer’s acts or omissions. Securitas will, upon written request by 
the Customer, supply the Customer with a certificate of insurance evidencing the above stated policies.  

11. TERMINATION  

11.1. For Convenience and Cause: Either party may terminate this Agreement at any time, without 
cause or penalty, upon ninety (90) or more days’ prior written notice to the other party. 

11.2. Either party may terminate this Agreement by giving not less than thirty (30) days' notice in 
writing to the other party if: 

– The other party commits a material breach; 

– There is a change in applicable laws or regulations that has a material effect on, or causes a 
material change to, the obligations of Securitas under the Agreement; or 

– Subject to the Corporations Act 2001, the other party enters liquidation, goes into 
administration or becomes deregistered or insolvent. 

11.3. Consequences of Termination: If the Agreement is terminated in accordance with this Clause 11 
above, the Customer shall be responsible for payment of all Services rendered up to the termination 
date in accordance with this Agreement including repayment for any goods ordered, re-stocking fees 
and any expenses whatsoever that were required under the Scope of Work.  

11.4. Consequences of Material Breach: If termination of this Agreement is due to Customer’s material 
breach of this Agreement, the Customer shall reimburse Securitas for any loss incurred due to such 
breach.   

11.5. Relating to Sanctions: If it is or becomes unlawful, or contrary to any law, enabling legislation, 
executive order or regulation in relation to Sanctions, for Securitas to perform any of its obligations 
under this Agreement, or if the Customer or its direct or indirect owner is added to a Sanctions List: 

– Securitas may, in its absolute discretion cease performing its obligations under this Agreement 
immediately and/or terminate this Agreement; and 

– Customer agrees that Securitas will not be liable to Customer for any loss (including any 
consequential loss), damage or delay whatsoever as a result of Securitas ceasing to perform its 
obligations and/or terminating this Agreement in accordance with this clause 11.8. 

11.6. Discharge of Performance: Upon termination of this Agreement, Securitas shall be discharged 
from all further performance under this Agreement and shall be entitled to enter the Site(-s) and 
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recover any equipment, tools, materials, data, software and/or documents (including but not limited 
to retrieval and/or destruction of electronic documents and data) belonging to Securitas. 

11.7. Customer’s negligence: If the Customer’s negligent acts or omissions cause Securitas to incur 
any damage, Securitas is entitled to terminate the Agreement with immediate effect and the Customer 
shall hold Securitas harmless from any property, personal, and/or economic damage and loss caused 
by such negligence. 

11.8. Termination prior to supply: Securitas may terminate this Agreement, or a Proposal, in full or 
in relation to specific Goods or Services, immediately if, in its absolute discretion, the provision of the 
Services at any of your sites poses a risk to any of Securitas’ personnel.  

11.9. Termination by Securitas: Securitas may terminate this Agreement by giving not less than thirty 
(30) days’ notice in writing to the Customer if: 

– the Customer’s directors, officers, staff or sub-contractors commit any offence or do any act or 
fail to do any act which in the reasonable opinion of Securitas is of such a nature as to be likely to harm 
Securitas’ reputation or affect the capacity of Securitas to discharge its obligations under this 
Agreement; 

– the Customer breaches any applicable work, health, and safety law (depending on the applicable 
jurisdiction) due to which Securitas is of the view that the health and safety of its employees is at risk. 

12. SITE ACCESS 

12.1. You authorise Securitas and its representatives to enter your Sites for the purpose of this 
Agreement. You warrant that each of your Sites is a safe place of work and free of harmful materials, 
infections or building diseases. You will obtain all necessary licences, permissions and consents which 
may be required for the Services before the date on which the Services are to start. 

13 GROUNDS FOR RELIEF  

13.1. Force Majeure: The following circumstances shall be considered as grounds for relief (other 
than payment of Service Fees due) if they delay or impede the performance of this Agreement: any 
circumstance beyond the reasonable control of a party such as fire, war, mobilization or military call 
up of a comparable scope, requisition, seizure, currency restrictions, insurrection and civil commotion, 
hi-jacking or an act of terrorism, epidemic, pandemic, shortage of transport, general shortage of 
materials or personnel, strikes or other industrial disputes, and defects or delays in deliveries by sub-
contractors caused by any such circumstance as referred to in this Clause.  

13.2. Notice: The party intending to claim relief under Clause 13.1 shall inform the other party 
without delay on the occurrence and on the cessation of such circumstance. 

13.3. Customer’s Relief: If grounds for relief prevent the Customer from fulfilling its obligations, the 
Customer shall reimburse Securitas for costs incurred in securing and protecting the Site(s). The 
Customer shall also reimburse Securitas for costs incurred for personnel, sub-contractors, equipment 
and tools which, with the consent of the Customer, are held in readiness to resume the Services. 

13.4. Termination for Relief: Notwithstanding any other provision of this Agreement, a party shall be 
entitled to terminate this Agreement and the Services, with immediate effect by providing written 
notice to the other party, if performance of the respective undertakings is delayed more than thirty 
(30) days by reason of any grounds for relief as described in this Clause. 

14. CONFIDENTIALITY AND DATA PROTECTION  
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14.1. Confidential Information: Each party shall keep confidential and shall not disclose any 
confidential information of the other party disclosed to it in connection with this Agreement except as 
required for the purpose of the delivery of Services and performance of any other duties under this 
Agreement. Information shall be considered to be confidential if it has been designated as confidential 
by the disclosing party at the time of disclosure, or if it, considering all the circumstances surrounding 
the disclosure, ought reasonably to be understood by the receiving party to be confidential. For the 
avoidance of doubt, Securitas’ service plans (the “Security Manual” and/or similar documentation) 
shall always be considered as confidential information for the purpose of this Clause 14 and is 
protected by intellectual property rights. Neither party will have any duty of confidentiality under this 
Agreement with respect to information which: (i) is or subsequently becomes publicly available 
without breach of any obligation under this Agreement; (ii) was in the possession of the other party 
prior to the time of first disclosure hereunder; (iii) is developed by the other party without any use of 
or reference to any confidential information received from the disclosing party; (iv) is obtained 
without restriction from a third party reasonably believed by the other party to be free to provide such 
information without breach of any obligation owed to the disclosing party; (v) is disclosed with the 
prior written approval of the disclosing party; or (vi) is disclosed pursuant to the order or requirement 
of a court, administrative agency, or other government body. For the avoidance of doubt, the Customer 
must not transfer or disclose any information whatsoever in relation to Securitas or the Services to any 
third party without prior written consent from Securitas that must not be unreasonably withheld. 

14.2. Data Protection: The parties acknowledge that access and distribution of personal information 
of the other party or its employees, agents or related parties may be necessary for the proper 
performance of the Services as set out in this Agreement. Both parties agree to collect, store, use and 
disclose personal information obtained throughout the performance of this Agreement with care, in 
keeping with applicable legislation, including the Privacy Act 1988 (Cth) (Privacy Act) and relevant 
health records laws in each State or Territory (where health information will be collected].  The parties 
agree to use such information only for the purpose of performing their duties as set out in this 
Agreement. Where practicable, the Customer will take necessary steps to notify individuals that 
Securitas is collecting their personal information for security purposes, to advise of the purposes for 
which that information will be used, and ensure that the individuals provide necessary consent for the 
collection of their personal information.  Securitas will follow the Customer's instructions as to the 
collection, use and disclosure of personal data and will take such technical and organisational 
measures as may be necessary to keep such data secure and to process it in accordance with the 
Customer's requirements, including providing necessary access to and correction of any personal 
information it holds.  Securitas will also collect anonymised and aggregated information about 
individuals for the purpose of assessing and improving its service offering.  Securitas may, in its 
absolute discretion, transfer data to a related entity and that data may be stored outside of Australia.  

14.3. Data Breach: If either party becomes aware or suspects that there has been loss, unauthorised 
access to, or disclosure of personal information (a Data Breach) then the party must immediately notify 
the other party of the Data Breach.  The parties will comply with mandatory data breach notifications 
under the Privacy Act.  Once an actual or suspected Data Breach has been identified, the other party 
will work with the identifying party to investigate whether a Data Breach has occurred and identify 
the circumstances of the Data Breach.  The parties will provide each other with access to and copies of 
all relevant records and documentation.  Where practicable, the parties will work together to identify 
the point of the Data Breach and the owner of the information will take responsibility for determining 
whether the Data Breach results in a real risk of serious harm to any of the individuals to whom the 
information relates, and undertaking related notification steps.    

14.4. Data Retention: The Customer acknowledges and agrees that it will only hold Data only as long 
is necessary to implement, administer and manage its service offering. Upon Termination of the 
Contract, the Customer will remove all Securitas Data from its systems within seven (7) days. If the 
Customer retains Securitas Data it would be to satisfy their legal or regulatory obligations.  
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14.5. ISO 27001 Compliance: Securitas is ISO 27001 certified and the Customer acknowledges and 
agrees that it is either: 

(i) ISO 27001 certified; or  

(ii) has appropriate processes in place to ensure its business practices meet the requirements of 
ISO 27001 and will implement, maintain and continually improve their information security 
management system to ensure continuous compliance.  

(iii) Securitas reserves the right to audit the Customer’s compliance with this clause or any of its 
information security practices and confidentiality obligations, including but not limited to 
onsite inspections.  

15 INTELLECTUAL PROPERTY RIGHTS 

15.1. Customer acknowledgment: Customer acknowledges and agrees that no Securitas intellectual 
property rights ( “IPR”)  will be transferred to or acquired by the Customer under this Agreement.  

15.2. Back-office Systems: The Securitas Group and/or its licensors are the exclusive owners of all 
back-office production systems (including IPR therein) used for the supply of Services, including 
monitoring, guard deployment and reporting systems, and including all technical infrastructure, 
systems, software, tools, hardware, equipment, documentation, information, data and other materials 
contained and generated therein. The Customer is not granted any rights of access or use of such 
production systems. If the Customer is granted access to back-office systems, such access shall be 
subject to the Customer’s acceptance and compliance with applicable end user license agreements. 

15.3. Software: In the event that Securitas and the Customer agree that Securitas shall develop certain 
interfaces or other software or materials for integration of Securitas’ and Customer’ systems, 
equipment and tools, the Parties will agree in each individual case on ownership and licences thereto, 
and where there is no agreement then Securitas shall be the owner of any such interfaces or other 
integration software or materials (including IPR therein), and the Customer will be granted a licence 
to use it for the purposes of receiving Services during the term of the Agreement.  

15.4. Reporting Tool Application: For certain Services, the Securitas Group may provide certain 
reporting tool applications for use on e.g. mobile devices. The Customer is hereby granted a non-
exclusive licence to use any such reporting tool applications, limited to use for the purpose of receiving 
Services during the term of the Agreement.   

15.5. Data: Without prejudice to clause 14.2 (Data Protection), all worldwide copyright, database 
right and all other rights in any data or other information collected by or for the Securitas Group or the 
Customer in the course of provision of the Services shall vest absolutely in the Securitas Group and the 
Customer shall execute such documents as the Securitas Group may reasonably require for the purpose 
of vesting such rights in the Securitas Group.  

15.6. Trade Marks: The Securitas Group is the exclusive owner of all trade marks, product names and 
other brand names used for or in relation to the Services. The Customer is not granted any rights to 
use any such trade marks, product names and other brand names.  

16 NON-SOLICITATION 

16. Non-Solicitation: The Customer agrees that, during the term of this Agreement and for a period 
of twelve (12) months after its termination, if it employs, directly or indirectly, any person employed 
or formerly employed by Securitas who is or was engaged in providing Services under this Agreement, 
the Customer will pay Securitas reasonable re-employment expenses for each such person employed 
by the Customer in recognition of the cost incurred by Securitas for the recruitment and training of 
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this employee. An estimate of reasonable re-employment expenses is $35,000 for technicians or site 
operators. The parties acknowledge that this is a legitimate pre-estimate of the costs for Securitas’ loss 
and not a penalty and is subject to change pending the role of the employee, and market conditions at 
the time of solicitation.  

17 MISCELLANEOUS 

17.1. Independence: Securitas is an independent contractor. Nothing in this Agreement shall create a 
partnership or relationship of principal or agent or employer and employees. 

17.2. Severability: If any provision of this Agreement is held to be unenforceable, it shall be modified 
so that it is enforceable to the maximum extent permitted under applicable law and all other terms 
shall remain in full force. If the unenforceable provision cannot be so modified, it will be excluded from 
this Agreement, and all other terms of this Agreement will remain in full force. 

17.3. Order of Precedence: In the event that the different parts of this Agreement are conflicting, the 
documents forming part of this Agreement shall prevail in the following order: (i) these terms and 
conditions (with the exception of Clause 8.3 on Maximum Liability, where the Scope of Work will 
prevail); (ii) the cover page of this Agreement; (iii) the Scope of Work; and (iv) any other 
documentation attached hereto. 

17.4. Notices: All notices to be delivered under this Agreement shall be in writing and made by 
courier, or  email addressed to the other party at its address set forth in the Cover Page or at such other 
address as the other party may have designated in writing. If notice is being provided by email, notices 
must be sent to: legal@securitas-australia.com.au. Any notice so sent shall be deemed received as 
follows: (i) if by courier on delivery, (ii) if by email, the next business day following successful sending. 

17.5. Assignment: Neither party will assign this Agreement without the other party’s written consent, 
which shall not be unreasonably withheld. However, Securitas may assign this Agreement at any time 
to any of its affiliates, subsidiaries or successors. 

17.6. Entire Agreement: This Agreement constitutes the entire agreement between the Parties and 
supersedes all previous agreements and correspondence, oral or written, between Securitas and the 
Customer. Any representations, promises or agreements not embodied in this Agreement will not be 
enforceable. 

17.7. Changes and amendment: All changes and amendments to this Agreement, or any part hereof, 
will be binding on either party only if approved in writing by an authorised representative of that party. 

17.8. Survival: This Agreement shall terminate by expiry or by termination of the Agreement in 
accordance with its terms. Clauses that by their wording have effect after the termination shall 
continue to apply between the parties according to the terms of that Clause. 

18 CREDIT ENQUIRIES AND CREDIT TERMS 

18.1. The Customer agrees that if Securitas requires financial information about the Customer for any 
application for credit on terms which attract the operation of the Privacy Act 1998, by seeking or 
enquiring about credit, the Customer specifically agrees and acknowledges that Securitas may:  

– disclose to a credit reporting agency personal information about the Customer including 
information contained in this application, Customer  identification, the amount of credit applied for, 
payments overdue by more than 60 days, advice that the payments are no longer overdue, a serious 
credit infringement which Securitas believes the Customer has committed; and the discharge of the 
credit facility (if granted one);   
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– in assessing the application for credit and any later request for credit, Securitas may obtain from 
a credit reporting agency a credit report containing personal credit information, information about 
commercial activities or credit worthiness; 

– provide to or obtain from any credit provider(s) named in a credit report information about 
Customer personal or commercial credit arrangements including information relating to credit 
worthiness, credit standing, credit history; or credit capacity.  

If Securitas approve the Customer’s application for credit, the Customer’s consent and 
acknowledgement in this Agreement will remain in force until the full amount owing to Securitas under 
the credit facility is paid. 

Securitas will approve the Customers application for credit in its absolute discretion and Securitas 
reserves the right to withdraw any Proposal, cancel the Services, and terminate this Agreement should 
such credit assessment be unsatisfactory to Securitas. 

19 GOVERNING LAW AND JURISDICTION  

19.1. Law and Disputes: This Agreement will be governed by and construed solely in accordance with 
the laws the State providing the services, except for national contracts which will be the State of the 
contracting entity. The parties hereby submit to the exclusive jurisdiction of the courts nominated 
above and courts of appeal therefrom. All terms in this Agreement are only intended to apply to the 
maximum extent permitted by applicable law including the Australian Consumer Law. 

20 MODERN SLAVERY  

20.1. The Customer warrants that:  

(a) It investigates the risk of Modern Slavery within its operations, and those of its supply chain;  

(b) It has assessed and addressed the risks regarding Modern Slavery, including implementing 
appropriate due diligence and remediation programs;  

(c) It will notify Securitas as soon as possible of any confirmed instances of Modern Slavery and the 
actions undertaken by the Supplier to remedy the issue;  

(d) It has the necessary processes, procedures, investigations and compliance systems in place to 
undertake the actions in clauses 20.1(a) to 20.1(c);  

(e) Upon request, the Customer will provide evidence to Securitas which validates the Customer’s 
compliance with this clause;  

(f) On reasonable written notice, the Customer will permit Securitas or its nominated 
representatives to undertake verification activities to validate the Customer’s compliance with this 
clause, including access to the Customer’s premises and records as required; and  

(g) It will include a clause similar to this clause 20 in all contracts it enters into with its own 
suppliers.  

Electronic Security Terms & Conditions 

The below terms are in addition to those above insofar as the proposal related to electronic security.  

21 DELIVERY AND INSTALLATION 
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21.1. Securitas shall deliver and install the security system at the Site in accordance with the agreed 
time schedule set out in Scope of Work. Installation shall be deemed completed on the date when the 
security system is ready to be taken into operation. The agreed date for start of operation of the 
security system shall be the date set out in the Scope of Work 

21.2. A demonstration for the system operator(s) designated by the Customer is included at delivery 
of the security system. The Customer is responsible for ensuring that supplied operating and 
maintenance instructions are complied with by all individuals who have access to the Site where the 
security system is located. 

21.3. If the installation of the security system is delayed due to circumstances for which the Customer 
is responsible, Securitas is entitled to start debiting the Service Fee as from when installation otherwise 
would have been completed. Securitas has the right to charge the Customer for any additional costs 
incurred by the delay.  

22 MODIFICTIONS TO THE SECURITY SYSTEM 

22.1. If the Scope of works includes maintenance of the system by Securitas, the Customer is not 
entitled to make modifications or additions to, or to carry out other work in, the security system. 
Modifications and additions shall be carried out by Securitas. The Customer is responsible for ensuring 
that any rebuilding or changes at the Site do not disturb or affect the functioning of the security system. 

22.2. Securitas is entitled from time to time to replace equipment as regards manufacturer and model 
to an equivalent standard from another manufacturer or of another model, provided that this does not 
affect the quality of the service or is otherwise detrimental to the Customer. 

23 TECHNICAL AUDIT, MAINTENANCE AND SERVICE 

23.1. If Securitas is responsible for technical audit, maintenance and repair of the security system as 
set out in the Scope of Work and subject to the conditions set out below. 

23.2. All repair and maintenance work will be carried out during Securitas’ regular working hours, 
unless otherwise agreed in the scope of work. 

23.3. The following are not included in the Service Fee, but are carried out by Securitas against a 
separate charge in accordance with Securitas' price list applicable at the time: 

– Service measures or the rectification of faults or deficiencies in the security system caused by 
improper use, burglary, vandalism, fire or water damage, natural disaster, lightning, incorrect voltage 
or other external influence such as trees, bushes or other items that disrupt the security system's 
operation or function. 

– Loss of or damage to the security system caused by moving, rebuilding, incorrect handling or 
repair not carried out by Securitas or disregarding of Securitas’ instructions as regards the care of the 
security system. 

– Loss of or damage to the security system caused by equipment other than that which is included 
in the security system, modification of the security system or other work carried out by a party other 
than Securitas or by one of Securitas' approved partners.  

– Testing of external control or function not provided by Securitas. 

23.4. Securitas does not guarantee that the security system will operate without faults at all times. 
Backup procedures, which refer to measures that compensate for the loss of the supplied security 
system function, are only included to the extent specified in the Scope of Work. 
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24 INSURANCE AND WARRANTY 

24.1. The Customer is responsible for taking out satisfactory interruption and additional insurances, 
including but not limited to insurances against fire, burglary and water damage. 

24.2. The Customer is liable for loss of or damage to the security system which is not compensated 
by the Customer’s insurance. 

24.3.  Securitas warrants that the Services will be carried out with reasonable skill and care. To the 
extent permitted by law including the Australian Consumer Law, Securitas provides no other warranty 
with respect to the Services. 

24.4. In the event of a breach of the warranty above or if the Customer has rights to remedies under 
the Australian Consumer Law arising from Securitas' failure to meet a consumer guarantee, Securitas' 
liability is limited to, at its own cost, re-performing such part of the Services which do not conform to 
the warranty or consumer guarantee. If re-performance is not practicably possible, Securitas shall offer 
the Customer a refund of the fees paid by the Customer for such part of the Services which do not 
conform to the warranty or consumer guarantee. To the extent permitted by law including the 
Australian Consumer Law, the remedies set out above shall be the Customer’s sole and exclusive 
remedy for breach of warranty or consumer guarantee.  

24.5. The Customer shall notify Securitas of any warranty claim arising from the Services in 
reasonable detail and in writing within thirty (30) days from the date on which the Customer became 
aware (or should reasonably have become aware) of the occurrence giving rise to the claim. If the 
Customer does not provide such notice to Securitas within six (6) months from the occurrence, 
Securitas shall have no obligation to re-perform the Services or make any payment whatsoever relating 
to such claim to the extent permitted by law including the Australian Consumer Law. 

24.6. Agreement term, unless otherwise agreed. The Customer bears any costs connected with the 
return. 

 

 

 

   

 


